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When replying please quote: 

Ref.: NT-NR7–2 — E.OSG - NACC84977 15 February 2021 
 
 
To: States, Territories and International Organizations 
 
Subject: Second ICAO/CANSO/AIRBUS Webinar on Aviation Cybersecurity 

Implementation-Cybersecurity Policy Manual 
(Zoom, 16 to 18 March 2021, GTM-06; 9:00 AM to 11:00 am, Mexico) 

 
Action 
Required: a) Online registration by 12 March 2021 

b) Update and designate a national Point of contact (PoC) by 12 March 2021 
 
Dear Sir/Madam, 

 
Following the ICAO Assembly resolution A40-10 on “Addressing Cybersecurity in Civil 

Aviation” and particularly for encouraging the development of a common understanding among Member 
States of cyber threats and risks, and of common criteria to determine the criticality of the assets and 
systems that need to be protected, ICAO in conjunction  with CANSO and AIRBUS are very pleased to 
announce this second Webinar on cybersecurity implementation that will allow the  States to develop 
policies, procedures and implement mitigating measures that will enable them to address cybersecurity 
issues in their aviation systems. 

 
In this regard, the ICAO NACC Regional Office invites your administration/organization 

to participate in this Second ICAO/CANSO/AIRBUS Webinar on Aviation Cybersecurity 
Implementation-Cybersecurity Policy Manual. This document was developed by ICAO, CANSO and 
AIRBUS, to provide information about the different aspects that States have to consider on their Aviation 
System. Draft agenda attached. 

 
The webinar will be held from 16 to 18 March 2021 aiming to cover the following 

objectives: 
 

1. Explain the cybersecurity policy  
2. Support States to start their cybersecurity implementation and report their status 
3. Support States on developing their own national cybersecurity manual.  

 
The webinar is for cybersecurity experts, the cybersecurity designated PoC of your State 

and any person responsible for cybersecurity activities within your organization. If your State have not yet 
designated a PoC, I request designation of the person responsible to work in conjunction with this 
Regional Office to develop the cybersecurity action plans by the first semester of 2021.  
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The working languages will be English and Spanish and simultaneous interpretation will 
be provided. 

 
In this regard, please register by 12 March 2021 through the following link: 

https://icao.zoom.us/meeting/register/tJckfumrqTMoGdVf-pgL3BoYF1w78LXV-wwE  
 
If you require any further information regarding the webinar, please contact, Ms. Mayda 

Ávila (mavila@icao.int), Regional Officer, Communications, Navigation and Surveillance, or Mr. Gabriel 
Gutiérrez, Assistant, (ggutierrez@icao.int), from the ICAO NACC Regional Office. 

 
Accept, Sir/Madam, the assurances of my highest consideration. 

 
 
 
 
 
Melvin Cintron 
Regional Director 
North American, Central American and 
Caribbean (NACC) Regional Office 
 

Enclosure: As indicated 
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Attachment 
 
 

ICAO/CANSO/AIRBUS Second Webinar on Aviation Cybersecurity  
Implementation-Cybersecurity Policy Manual  

(Zoom, 16 to 18 March 2021, GTM-06; 9:00 AM to 11:00 am) 
 

 
 
 

PROVISIONAL AGENDA 
 
 

 
Session 1: Introduction to the Cybersecurity Policy Manual  
 
Session 2: Development of the Status on Regional Cybersecurity  
 
Session 3: Supporting States to develop their National Cybersecurity Manual 
 

 
 

— END — 


