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1. INTRODUCTION 

1.1 At its last meeting, in Lyon, the NTWG further endorsed the development of a Technical 
Report as the next version of the Biometric Deployment Technical Report.  This TR shall be entitled 
“Interoperability Implementation”. 

1.2 Attached, to this paper, is a draft of the Table of Contents outlining the substance of 
this paper. 

1.3 This document describes the work being undertaken within WG3 to develop test 
methodologies for electronic machine-readable travel documents (e-MRTDs).  The history of the work to 
date and the work programme moving forward are described. 

2. ACTION BY THE TAG/MRTD 

2.1 The TAG/MRTD is invited to: 

a) approve this table of contents and to agree that the NTWG should move the TR to its 
next drafting stage. 

— — — — — — — — 
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