ACCESS

→ For existing users – go to http://portal.icao.int Select login and ensure to. Please type icao\ in front of your user name to login ex: icao\jdoe

→ If unable to access select “cannot login” and enter your userid (without ICAO\ in front) or e-mail used when registered. ex: jdoe or jdoe@abc.com

→ If your (registered) e-mail address is invalid, or if the procedure does not work, please contact at servicedesk@icao.int for additional assistance on the procedure. ICAO does not change or recover passwords for registered users.
ACCESS

→ Log on to http://portal.icao.int with your secure site login credentials.

→ Click on the PROFILE link on the left-hand menu.

→ A new window pops up; click on GROUP SUBSCRIBE on the left-hand menu.

→ On the TO SUBSCRIBE screen, enter the group name in the first field and the justification for your request in the second field.

→ Click the SUBMIT CHANGES button. After these steps are completed and the request reviewed, you will receive an email confirmation that you have been granted or denied access to the group in question.
For new users go to http://portal.icao.int
select “request an account”

See Group Subscription request and enter group under group name e.g. USAP

Then will see New User Account Application Form – fill in all required details, enter security code at the bottom and submit. Application will be reviewed at ICAO HQs
## GROUPS

<table>
<thead>
<tr>
<th>Group name</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>AUID</td>
<td>Acts of Unlawful Interference Database;</td>
</tr>
<tr>
<td>AVSECNET</td>
<td>24-hour security point of contact network;</td>
</tr>
<tr>
<td>AVSECPaedia</td>
<td>Exchange of information of sensitive nature between States such as screening technologies;</td>
</tr>
<tr>
<td>CASP-AP</td>
<td>CASP-AP Secure Site;</td>
</tr>
<tr>
<td>RO_APAC</td>
<td>ICAO Bangkok Regional Office</td>
</tr>
<tr>
<td>USAP</td>
<td>Universal Security Audit Programme</td>
</tr>
</tbody>
</table>
GROUPS

AUID  Acts of Unlawful Interference Database;

- The Acts of Unlawful Interference Database (AUID) is a secured online database available to all Member States, designed to disseminate information on aviation security incidents in a more efficient and effective manner.

- Detailed descriptive summaries of these incidents can be found in the AUID, which provides 24/7 access to annual and up-to-date records dating from 1970.
GROUPS

† AVSECNET  24-hour security point of contact network;

  ▪ Update details of respective persons or positions responsible to receive communications from ICAO.

  ▪ Maybe a central contact, or list contacts for different areas of responsibility, e.g. AVSEC
AVSECPaedia  Exchange of information of sensitive nature between States such as screening technologies;

- The AVSECPaedia is a web-based platform developed by ICAO which provides a one-stop source of information to Member States on best practices, guidance and new approaches on screening methods, technologies and equipment that have been tested or deployed around the world.

- The AVSECPaedia facilitates the dissemination of such information and enables States to share security information or practices, particularly relating to screening technology and equipment.
GROUPS

➔ CASP-AP  Bulletin board of information for CASP-AP Members and Partners;

  ▪ Recently established, currently only has the outcomes from 12 SCM posted.

  ▪ Future will contain CASP-AP documents, meeting minutes and potentially GM and Model Documents.

  ▪ In the process of obtaining IT guidance to manage the webpage
GROUPS

¬ RO_APAC  APAC Office Secure Portal;

- Website containing information about RCASF
GROUPS

➔ USAP  Universal Security Audit Programme;

- This web site has been created to provide authorized personnel of ICAO Member States with information of a restricted or confidential nature regarding the USAP and its continuous monitoring approach (USAP-CMA). For information of a general nature relating to the USAP or USAP-CMA, please refer to the ICAO public website.

- Given that this site allows access to certain security-sensitive information on the USAP, authorized users are expected to protect their password and not share it with others.
CASP-AP also has a public website:

http://www.icao.int/casp-ap
PUBLIC WEBSITE

Currently needs updating (awaiting IT support to manage)

- Programme Document
- Member List
- Contact Info (out of date)
- Annual Work Plan
- CASP-AP activities
- Meeting and Events
Thank you