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ÅFounded in 2015  

ÅOperations in North America 

And Asia  

ÅAward Winning Technology  

ÅCore team with 50 + years of 

aviation , DoD , Communications 

and Robotics Experience  

ÅOfficial NASA Collaborator  

ÅFeatured In  
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First of its 

kind òOpenó 

Drone 

Operations 

Solution  

 

Tied in with key 

stakeholders  

Highly 

Experienced 

Team 

Official NASA 

Collaborator  

 

Fully 

Functional 

Field tested 

Platform(s)  

DRONE AGNOSTIC , Low cost, Open, scalable and 

adaptable to future requirements and regulation 

changes  

 

V
a

lu
e

 

P
r
o

p
o

s
it
io

n
 

Two Complementary Platforms For Los and BVLOS Operations  

DroneOSS Ê & DroneUSS Ê  
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Autonomous  

Execution  

Auto Data  

Collection  

Cloud Based  

Data  

Analysis  

Share and  

 Collaborate  

Plan  

Assign  

An off the shelf, real -time, field proven, cloud 

based Regulation Compliant end to end drone 

operations platform  
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Multiple Drone Control, Real Time Media and Data  

  

Airspace and Traffic Management  

 

Separation Assurance, Flight Data Management  

  

Incident Management, Fleet Management  

 

Compliance And Reporting  
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ÅWhat is needed for UTM?  

ïplanning of UAS operations  

ïDeconfliction  of the UTM airspace  

ïProviding supplementary data to UAS 

Operators during operations  

ïBridging communication between UAS 

Operators and ANSPs  

ïAuthentication & Authorization  

ïRegistration and Remote Identification  

ïLife cycle management  
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ÅWhy?  

ï How does it help  

ÅManaging authority  

ï Allocation and Color List Management  

ÅPotential Ids  

ï Leverage known concepts  

ÅIdentification Channels  

ï Local and Network  

ÅSecurity  

ï Multiple Issues  

 

 

 

Å .  

R
e

g
is

t
r
a
t
io

n
 
a

n
d

 

R
e

m
o

t
e

 
I
D

 



ÅRequired for the human 

stakeholders  

ï Law Enforcement and Public  

 

Å to make strategic decisions 

related to mission management  

ï launch , execution, and/or termination 

of airspace operations.   

 

Åensure Authenticity  

ï Only authenticated and approved UAS 

can operate in the given airspace.  
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Issuing 

Authority  

Drone 

Manufactur -

ers  

UAS Service 

Suppliers  

Lookup 

Service 

Users  

Blacklists  

RID 

Allocation  

Whitelists  

RID 

Database  

RID 

Allocation 

Confirmations  

RID 

Status 

Queries  

RID 

Allocation 

Requests  

RID 

Allocation 

Requests  

RID Allocation Management  RID color list Management  

IMEI Like  
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Existing Or 

Modified 

C2/Data Links  

Or  

New 

Protocols  

Network 

Based 

Identification  

Comprehensive 

Capability  

No one solution fits all ð Need multi 

pronged approach  
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Å Traditional C2 and Data Link Technologies  

ï In addition to long and medium range RF 

links, low power and range technologies 

such as dsrc  and Class 1Bluetooth need be 

considered.  

 

Å More deterministic mechanism for 

discovering other devices  

ï an active low cost sniffer to issue frequent 

Inquiry packets on all channels.  

ï Bluetooth operates in public spectrum, so 

active sniffers would violate no FCC rules 

or laws.  




